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Abstract— Over the past decades, watermarking plays a vital role in the branch of information hiding and 
it hides information in digital media. Watermarking is also used to prevent illegal usage as well as 
copyright protection or even source tracking. Along with the watermarking we can use the encryption for 
the extra protection of the images. To integrate both encryption and watermarking technology by the 
independence of and fusion of orthogonal decomposition, and for the comprehensive security protection 
of remote sensing images. In this paper we present a detailed survey of different existing watermarking 
algorithm and techniques for remote sensing image. We also discuss the issues and problems of each and 
every watermarking algorithm as a means for protecting copyrighted data. Hence this comparative study 
is not to examine the best algorithm, but to analyze the traditional techniques in order to help the 
researches to innovate more watermarking approaches in future. 
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I. INTRODUCTION 

Image segmentation means that separating a digital image into multiple segments. The main aim of 
segmentation is to simplify or change the representation of an image. The output of segmentation is more 
meaningful and easier to analyze. Image segmentation is to locate objects and boundaries in image. Image 
segmentation is the process of assigning a label to every pixel in an image. Every pixel with the same label 
shares certain characteristics. The output of image segmentation is a set of fragments that cover the entire image 
or set of isoclines which is extracted from the image. Each of the pixels in a region are alike with respect to 
some characteristic and adjacent regions are significantly dissimilar with respect to same characteristic. 
Thresholding method is the simplest method for image segmentation. Edge detection is powerful field on its 
own within image processing. Edges identified by edge detection and the desired edges are boundaries between 
such objects. Digital watermarking is hiding a message which is related to a digital signal within the signal 
itself. The steganography is just used as a cover to hide its existence. Watermarking [1] initially in the form of 
watermarks and that is found in plain paper and subsequently in paper bills and now used in different 
applications.  The important property is effectiveness, the message in a watermarked image will be correctly 
detected and the probability ideally needs to be 1 It is the effective way to achieve data security. Encryption 
itself not prevents the interception, but it denies the message content of the interceptor. The proposed 
communication information or message is called as plain text, encrypted data referred is cipher text and 
decrypted data is referred as plain text. It is the process of converting data to an unrecognizable. It is commonly 
used to protect the information leakage while transferring. 
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II. OVERVIEW ABOUT TRANSFORM BASED WATERMARKING 

Marking technology is to prevent prohibited usage as well as copyright protection. Many scholars proposed 
watermarking for the complete protection of the image, which can provide guarantee in both security and 
management. This algorithm took advantage of the feature of spatial scrambling in only disordering the display 
of protected data, which fundamentally would not disturb the embedding watermark by modifying carrier data, 
to achieve watermarking. However, this algorithm is only available for spatial scrambling, which means that the 
restriction in application. In addition, it must be pointed out that source tracing is as important as copyright 
protection for sensitive image. Source tracing of the image is essential and feasible. The original image that can 
be taken as input. We can apply Discrete Cosine Transform or Wavelet transform to the original image. A 
discrete cosine transform convey a finite sequence of data points in terms of a sum of cosine functions swing at 
diverse frequencies. Discrete Cosine Transforms [6] are important to several applications in science and 
engineering, from lossy density of audio and images, to spectral methods for the numerical solution of limited 
degree of difference equations. The use of cosine rather than sine functions is serious for density, since it turns 
out that less cosine functions are needed to inexact a typical signal, whereas for degree of difference equations 
the cosines express an exacting choice of boundary conditions. The basic idea of wavelet transforms is that the 
transformation is to allow only changes in time addition, but not in shape. This is effected by desire appropriate 
source functions that permit for this. Changes in the time extension are estimated to conform to the parallel 
analysis frequency of the basis function. Based on the ambiguity principle of signal processing. Image scaling is 
a vital part of image processing. In order to keep edge features of images, this paper submit an developed edge-
adaptive image scaling algorithm, the image is commonly separated into four kinds of image blocks with easy 
directional edge detector, and interpolation is then adaptively absolute out the length of edge direction. The 
experiment give you an idea about that the proposed algorithm can manufacture high-quality images with well-
preserved edge and low computational difficulty. The Image-Adaptive Scaling that can combined with both 
Discrete Cosine Transform and Human visual model. A Human visual system model can used by image 
processing and computer vision expert to deal with biological and psychological growth that are not yet fully 
implicit. Such a copy is used to make simpler the behaviors of what is a very difficult scheme. As our data of the 
true visual system advance, the model is efficient. The output of the Image-Adaptive Scaling is combined with 
watermark and then it gives as output. 

 

Figure 1. General Outline of Watermarking Techniques 

A watermark is a detecting image in paper that looks as several shades of lightness/darkness when saw by 
transmitted light, affected by width or thickness variations in the paper. Watermarks are used on postage stamps 
and currency to discourage copying. There are two main ways of creating watermarks in paper; the dandy roll 
process, and the additional complex cylinder mould process. Watermarks very seriously in their visibility; while 
selected are clear on casual inspection, others need some study to pick out. Various aids have been established, 
such as watermark liquid that wets the paper without harmful it. For a continuous distribution, however, we 
want to integrate the probability density function of the distribution, which is terrible to do critically for most 
distributions. As a result, this method may be computationally ineffective for many distributions and other 
methods are chosen; however, it is a suitable method for building more commonly related samplers such as 
those based on rejection sampling. In the normal distribution, the nonexistence of an analytical expression for 
the equivalent quantile function means that extra methods may be chosen computationally. It is frequently the 
case that, even for simple distributions, the inverse transform sampling method can be developed. It is likely to 
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inexact the quantile function of the normal distribution really exactly using moderate-degree polynomials, and in 
fact the process of doing this is wild essential that inversion sampling is now the defaulting way for sampling 
from a ordinary distribution in the statistical package R. Orthogonal Decomposition Vector, during the 
processes of mining marking field, considering the hiddenness and strength of embedding mark, vendor picks 
low-middle frequency ac coefficients from process dataset as embedding sites and arranges them as the desired 
format of orthogonal decomposition to catch the orthogonal decomposition vector X. It must be pointed out 
those remote sensing image offerings not only the object visual features but also the digital features, which 
makes the understanding of remote sensing image altered from common image in some processing operation. 
The goal of this processing is only for the suitable orthogonal decomposition vector mining but not the actual 
edge detection, then it can pick a simpler edge detection operator to decrease the totaling complexity, and set a 
threshold with wide range. Orthogonal Decomposition Matrix, Orthogonal transform presented in the future 
scheme is for the operation independence and the data integration of encryption and marking technology. The 
significant of orthogonal transform is the transform matrix B: dissimilar B means different orthogonal 
transform. The key image orthogonal transforms contain Fourier transform, wavelet transform, direct cosine 
transforms, and each has its special characteristics. It is cost noting that Walsh transform is a superior broad 
two-value orthogonal transform and its transform matrix is collected of +1 and −1, which is performance with 
the digital logic surroundings. So, Walsh transform is fit for digital signal processing and more suitable for 
computer. The alteration of Walsh transform coefficients is spread all over the unique domain, which may 
progress the pattern security. Meanwhile, Walsh transform is a kind of numeral arithmetic and it earnings lesser 
memory space and sooner calculation speed, which profits large size remote sensing image. 

III. DIFFERENT WATERMARKING TECHNIQUES 

A. Improved Wavelet based Watermarking through Pixelwise Masking 

A watermarking algorithm [1] working in the wavelet domain and the Performance development with 
respect to present algorithms is found by means of a new method to mask the watermark allowing to the features 
of the human visual system (HVS). In contrast to predictable methods operating in the wavelet domain, hiding is 
skilled pixel by pixel by attractive into account the luminance content and the texture of all the image sub bands. 
The watermark consists of a pseudorandom sequence which is adaptively extra to the major detail bands. As 
normal, the watermark is sensed by computing the association between the watermarked factors and the 
watermarking code, anyhow the detection threshold is designated in such a way that the awareness of the 
watermark energy used in the embedding phase is not required, thus allowing to adapt it to the image at hand. 
Experimental results and evaluations with other methods operating in the wavelet domain demonstrate the 
efficiency of the new algorithm. 

B. Watermarking in the Wavlet Domain 

Given its fitness to model the HVS performance, the DWT has grown interest between watermarking 
researchers, as it is observed by the number of algorithms following this method that have been proposed over 
the last few years. In this unit some of these algorithms are briefly revised, by mainly highlighting the methods 
they contained for considering HVS factors[2]. Some methods straightly take inspiration from the most standard 
wavelet based compression algorithms. The most significant DWT coefficients [3] are designated and changed 
to carry the watermark. In the first case, some side information is essential to improve the watermark. In the 
second, an algorithm is proposed for detecting a posteriori the changed coefficients. Watermark detection is 
attained through evaluation with the new un-watermarked image. Other algorithms hide into images binary signs 
which are also hierarchically spoiled. Kunduret al, first decompose a binary logo through DWT, then frequently 
add it to the sub bands of the DWT is being added after decay of the host image; the watermark is mounted by a 
salience factor, divided on a block by block basis, associated to the local image noise susceptibility: visual 
masking is thus abused up to a block resolution. 

C. Video Watermarking Technique 

Authentication and copyright security is one of the most anxious issues since nowadays digital multimedia 
information can be copied and kept simply and without loss in loyalty. Therefore, it is essential to use some kind 
of property rights safety system. With the determination of improving the safety of the digital video, a 
watermarking built method is widespread. This paper is fully examine the various kind of offered transform 
based algorithms and techniques closely used for video watermarking. Video Watermarking [4] is the method 
include in embedding a mark into some safety for the use of detection of the owner or unique source of the 
multimedia data. In video watermarking a low-energy signal is invisibly embedded in another signal. The 
watermark is also called low-energy signal and it explain various metadata, like safety based on the main signal. 
The main signal in which the watermark is referred and fixed to wrap up the watermark as cover signal and it is 
usually a audio clip, still image, video chain in digital format. The blocks in the host image situation are 
separated into two altered groups by guessing the block energy. The existing SVD methods were active to 
calculate the watermark information. The Discrete Cosine Transform (DCT) with KAZE feature has been 

Ms.M.Sharmila et al. / International Journal of Computer Science & Engineering Technology (IJCSET)

ISSN : 2229-3345 Vol. 7 No. 04 Apr 2016 153



planned. The Discrete Wavelet Transform is efficient. In Haar DWT has been used. Several binary images 
resulting from a single watermark image. 

D. WatermarkingMethod for 3D Models 

New delicate watermarking algorithm for the authentication of 3D models is based on integral invariants [8]. 
It is embedded by modifying the essential invariants of some of the vertices. To modify the integral invariants, 
the positions of a vertex and its neighbours are shifted. All the vertices are embedded information, and the 
information is combined to convalesce the watermark image. The watermark image can be recovered to 
determine the authentication decision. Experimental tests proves that this method is robust against normal use 
modifications identified  by rigid transformations, format conversions, rounding errors and it  can be used for 
the malicious attacks for  cropping. An additional contribution of this paper is a new algorithm for computing 
two kinds of integral invariant.  watermarking algorithms are characterized by certain  properties are Validation  
can be fully extracted from the unattached model, Invisibility models should be similar to the original model and 
capacity corresponds to the amount of information that can be used in the models, Robustness should survive 
different types of attacks. Integral invariants for 3D models [5] to provide a new algorithm for computing two 
kinds of invariants used in watermarking method. The integral invariants are robust over noise. So, we can 
modify the integral invariants to a specific value by changing the vertices positions, it can be applied to the 
model watermark against attacks. It is used to change the invariants and procedure for subroutines in model 
watermarking algorithm. The problem has been cleared by researchers working on image watermarking. 
Watermarking scheme focuses on finding models have been modified or attacked. In some applications 
watermarking scheme is used a model compression and format conversion are not permitted. We analyze that 
algorithm hast to performs almost constant time, and that the grid size is determined by time. It can also 
determine the error of the algorithm. Error always occurs when burp intersects a grid cube. The size of the grid 
gets smaller, so the error has to be occurred, the memory costs and the, computing time are increased. 

E. Steerable Pyramid Transforms based Watermarking Method 

This method proposes an image watermarking scheme based on steerable pyramid transform to embed 
invisible and robust watermark. We can review the basic principles of our way as follow: a host image is first 
altered by the steerable pyramid transform. The special features are then extracted by Thresholding the special 
sub bands. The watermark series [7] is including into disjoint blocks centered on the mine feature points. The 
original host image is required in watermark finding mainly for extracting the featured coefficients required for 
robust detection and formative the value of one bit of the watermark extends into a block. Recursive multi-scale 
transforms are nowadays a regular tool in signal processing and image processing. The main drawback is the 
lack of change invariance mainly in two-dimensional or 2-D signals. To beat this problem, the steerable pyramid 
transform has been planned by Freeman and Simon celli. In this linear decomposition, an image is subdivided 
into a group of sub bands of different orientations. The scale tuning of the filters is constrained by a recursive 
system diagram. The block diagram of this decomposition at frequency domain, which in three types of filters: 
high-pass filter, low-pass filter, and pass-bands filter. In fact, both high-pass and low-pass filters split the image 
into high and low pass sub bands respectively. In reality, all succeeding stage of the pyramid is generated from 
the earlier level’s low pass band.  

The common embedding technique can be decayed into several steps. First of all, the host image is changed 
into steerable pyramid coefficients by using certain values of scales and directions and that can be determined 
by the user. Edges and high textured area must then be extracted. In reality, the steerable pyramid transform, 
edges and textures are regularly well limited to better amount coefficients in the dissimilar sub bands. High 
values are chosen by using an entry. The entry value is set like to the maximum of the measured sub band 
separated by a factor 3. The next is to find 3x3 disjoint blocks integrated in entry edges. Then a watermark chain 
is introduced in all the blocks. The idleness in the code can be enough for some requests such as for error 
finding and alteration. Using this may initiate a large amount of idleness for the tag in order to especially when 
the number of 3X3 blocks removed from a sub band is superior to the watermark’s length. This redundancy can 
be achieved not only through each level of the pyramid but also in each sub band. The finding method wants the 
original image for extracting the signature as well as the occurrence of the watermarked image. Original host 
image that needed in watermark detection is generally for extracting the featured coefficients required for robust 
exposure and shaping the value of one bit of the watermark extend into a block. The common extraction method 
can be decayed into different steps. First is the watermarked one and the host image are changed into the 
steerable pyramid coefficients [9] with the equal factor as in the embedding step. In last we succeed to extract 
suitably the signature embedded by averaging all the occurrences. 
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F. Discrete Wavelet Transform based Watermarking Technique 

Digital Watermarking is a tool to identify the creator, owner, distributor of a specified video or image by 
embedding patent marks into the digital content, digital watermarking is a great tool used to verify the copy 
right violation. In this paper a robust watermarking method based on DWT (Discrete Wavelet Transform) [6] is 
offered. In this method the inclusion and extraction of the watermark in the grayscale image is establish a 
simpler to transform technique. 

In this process firstly the gray scale host image is in use and 2D DWT (Discrete Wavelet Transform) is 
useful to the image which decompose image into four components low frequency estimation, high frequency 
oblique, low frequency horizontal, low frequency vertical mechanism. In the same manner DWT is also useful 
to the watermark image which is to be fixed in the host image. The wavelet used for the wavelets of daubecheis. 
The technique used here for inserting the watermark is alpha blending. In this technique the decomposed 
components of the host image and the watermark which are achieved by applying the DWT for both the images 
are multiplied by a scaling factor and are added. Throughout the embedding process the range of the watermark 
should be lesser than the host image except the frame size of both the images should be completely equal. Since 
the watermark embedded in this paper is detectable in nature or visible, it is embedded in the low frequency 
estimate component of the host image. The Inverse separate wavelet transform is useful is applied to the 
watermarked image. The result obtained is subtracted from the watermarked image and the way the crowd 
image is recovered. The watermark is improved from the watermarked image by using the method of alpha 
blending. 

IV. CONCLUSION 

In this comprehensive analysis, various watermarking techniques and their systematic process have been 
reviewed. Over the past several years, there are frequent issues emerging in the secured transferring of the 
images. Specifically remote sensing images are secured only during the storage state but not in transformation or 
in usage. Hence there is no particular security protection for those images. Therefore the integration of 
encryption and watermarking technology plays a major role in enhancing the security in usage of remote sensing 
images. Henceforth the several algorithms pertaining to Watermarking techniques are Improved Wavelet-Based 
watermarking through Pixel-wise Masking, Video Watermarking Algorithm,  Watermarking method for 3D 
method Based on Integral Invariants, Multimedia Data-Embedding and watermarking Technologies, Steerable 
pyramid transform Based Watermarking Method and Discrete Wavelet transform Based Watermarking. Thus, 
this survey will helpful for those researchers in the area of image processing particularly in watermarking. In 
this paper the watermark insertion that is embedding and extracting was presented using the different algorithms 
for improving the efficiency of the watermark of an image. 
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